- ——

Q

T private {nvestigativo agoncies,

i

FOIAb3b

e ——Y R ————

BIG BROTHER

Mr. LONG of Missourl. Mr. Presi-
dent, recently, o very excellent article
on sitooping appeared in Current BEvents,
an Anierican cducation publication for
junior high school students.

As this article expresscs in the clear-
est language the threat posed by modern
snooping gadgets, I ask unaniimous con=
sent to have it printed in the RECORD,

There being no objection, the article
was ordered to be printed in the Recorp,:
ns follows:

SNOOPERS, SNOOPERS EVERYWIERE—AND NoT
A SINGLE PLAce To IIDE

“\We aro fast becoming o natlon of snoop= .
ers. The techniques and gadgets that for -
50 Many years wero assoclnted with Inter-
national cloak-and-dagger operators ore
widely uscd today, not only by police and
Government  investigators, but by respec-
table businessmen and untold numbers of
£0MP respcct-

v

_—

able, some not.'”

In these words Representativo CONNELIUS
E. GALLAGIER, Democrot, of New Jercey, re-
‘cently summed up tho problem of invasion
ot privacy in the United States. Io was not
exaggerating. .

Hoarings In Congress last year, some ini- .
tinted by Congressman GALLAGIER, plled up
page after pase of testimony aboub wide~

© ppread snooping..

‘yacy—comes in many forms.

snooping=—tho invasion of Individual pri--
some axe 60

. commonplace in life today that many Amor- !

jcans scem unaware that

. sniper-scopes,

", blest nelghborhoods.

! handie. I

' others what the Presidentlial decisions would

. B year ago reported by the Unlted Press,

. veloped from cold

they are forfeiting*
rsonal rights guaranteed under the fourth \
1

.and fifth amendments to the Constitution.

mail covers, “bugs,” concealed |
ite detectors, truth drugs, “per- \

two-way mirrors, !
lock picks are '
today in tho ®

Wiretaps,
TV cameras,
sonality"” tests, computers,
and ingenilous
just n few of the tools used
national sncoping craze,

WHO ARE THE VICTIMS?

The cffecus of snooping touch the hum- !
They also touch tho
In o spcech in Texas |
MaJ. |
Gen. Chester V. Cilfton, military aide to
President Johnson, said: ‘

“Bugging is o big probiem we have to i
have found mony efforts to bug
tho Whito House."” !

The culprits in these efforts, the general
implicd, wero forcign agents and Amorlican
businessmen anxlous to know ahead of.

Wwhite House, itself.

be.
Bugging is the use of radio recelvers—
somo small cnough to fit in a tie clasp—to
record conversations of people who don't,
know they are being heard. :
Somo receivers are sensitive enough to
pick up conversations in another room or on :
the next block. ' :
Such ‘‘bugs”

are among several devices de-
war Epylng between tho.

* United States and the Soviet Union and also

. whether we know in time what our cnomics

from "'miniaturization”
from spaco research.

pproved Fér Réleas

bezin?

‘under special clrcumstances.

‘pteady loss of personal privacy and its elfect
‘on our democratic soclety.

‘Yecturo Jast December:

cept wo have of frcedom.
vacy is at the arc of any test between a free
and o totalitarian society,
the totalitarian society is the fear of being '
wotched and heard.”

‘in the fourth and fifth amendments to tho
“Constitution
Rights). The fourth amendment afirms the 1
right of tho pcople to fecl gafe agninst “un- |

scizures’'—thoso |
mnde on whim without proper warrant or !
legal authority. .

reasonable
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WIIO ARE TIiv 5NOOPERS? L
Tho Tedornl Guvernment 18 king of the

8°°CIA-RDP75-00149R000400520028-4

Attorney General Ropery . KENNEDY, have
sald that wiretapping might be used in tho
inycstigation of certaln serious crimes, such

snoopers, even without counting its actly lea .
! e tviv ;'ns murder nnd kidnaping. ‘They claim that

in tho field of natlonal securlty.
= Congresslonnl hearings in 1965 rnvcnlcd'
that! . . ;
The U.S, Post OfMce had "“mall covers” on:
24,000 persons in 1063 and 1964, A mail -
cover 18 o check on informatlon on the out-:
s'do of a letter—aoddresses nnd place and date !
of postimarks. :
Tederal tax collectors used a varlety 01711
tools, including two-way MIrrors, to spy on:
suspected incomo tax cheats. A two-way :
mirror on n door or wall reficcts normally
inslde & room. An obscrver statloned out<!

side, however, can 6o through tho mirror
ag i 1t wero clear ploss.

The FBDI used “pugs’ to eavesdrop on
criminal suspects in Las Vegns, Miami, and
Kansas City. Today, four FDI agents and o,
pbone company face o §6 million lawsuld for *
invagion of privacy. )

.Many other Government ngencics uso 50-
called lUo dotcctors, oY polygraphs, to test
employces and job applicants at & cost of
millions to the taxpaycr.

Widespread snooping of tnis kind raises

! these tmportant questions:

1. When does an orgonization’s right to
know cnd and an ndividual's right to privacy

2. How can our laws be updated to deal
with new space-nge methods of snooplng?

3. How can you catch snoopers anyway if -
thelr tools are becoming 0 clective that no
ono knows they are using them?

Ono oxpert on tho matter, Sonator LowaRD
¥. Lowe, Democrat, of Mlissourl, supggests
checking the problem at its source. Ie
suggests laws regulating tho manufacture,
gale, and use of modern eavesdropping de-
vices.

A TIIREAT TO RIGHTS

After last year's hearlngs iIn Congress,

President Johnson, himself, struck o blow for

tho right of \ndividual privacy. Ho ordered
all Government agencies to
and other phone-listening activities except '

Tho great danger in mass gnoopling is the
Ap Vanco Packard, suthor and expert on
tho snooping cuecstion, said in o university

“privacy must be at the heart of any con=
Respect for pri«

Tho earmark of

The indlvidual's right of privacy.ls implied

(both parts of tho Bill of
scarches and

Tho Gfth amendment, among other things, .

protects the Indlvidual from being o witness '
against himself in criminal proceedings. ‘

As practiced today, snooping in the Unlted

techniques rosulting ‘States would scem t0 chip away at both these
guarantecs of personal frcedom. Homes can
bo searched electronically todny withous

" rage.

_defance to all the force of tho Crown.
- may he frall; it may shake; the wind may

stop wiretapping ;-

Publications.

i policemen using such devices wero re-
quired to have warrants, there ebould be 1it-
tlo chanco of abuse.

Judge Harold Mcdina, of the U.8. Appeals
Court, however, warns that a firm cheek
ghould be kept on such practices. In o fore=
word to “Liberty Under Low,*® he says:

“Tho average cltlzen says why not use wire-
tap evidence in court? They do catch crooks
that way, don't they?

nwrits citlzen needs to know that wiretap-
ping would not be used just agalnst ‘crooks.’
When people tap wires they can find out &
man's buslness secrets and his personal ofe

.fairs. They can geb information thot could

bo uscd in politics in the worst sort of way."”
Americans today submit to snooping that
might have turned heir forefathers red with
Tho colonlsts’ opposition to Invaslon
of privacy helped trigger the American Revo-
lution and gnin us nationhood.
In the 1760's ofMclals of the Crown, armed

- with w:its of asslstamce, broke into colonial

horcs on whim in scarch of smuggled goods.
No such breach of homo privacy was pere
mitted in Dritaln itself at tho time.

In fact, when the hated writs were being
used in America, Willlam Pitt the Elder,
noted DBritlsh Gtatesman, was exulting in

* Parlinment over Dritain’s right of privacy.

He salds
“The poorest man may in his cottnge bid
It

blow through it the storms may entor; tha
rain may enter—but the King of England
cannot enter. All his forces dare not cross

. the threshold of the rulned tenement."

Mr. Pitt, of course, had no iden of where

. gelence and modern technology would lead

us. The electronic snooper can move in on
nome privacy todoy where once ¢ven the King
of England feared to tread.

_As yet we have few answers to this menace
to precious rights, but at least the extent of
the problem 18 becoming clearer.

REVIEW AND DISCUESION
Main ideas to remember

. 1. Why I8 widespread snooping in business,
government, schools, and clsewhero o danger
to our democratic way of ilfe?

2. In what way does modern-duy snooping.

violate guarantees of privacy contained in the
f~urth amendment to the Constitution?

Talk {& over

‘1. This week's lesson discusses the more
spectacular methods of snooping inm use in
‘the Unitcd States today. Can you think of
others more commonplace, but also a threat
t0 indlvidual privacy? '

2, Bomeone has said, “Respect for Individ-
ual privacy begine at home.” Do you be-
Meve this? Explain your nnswer.

Orm—————n
-3 Liberty Under I':AV. American Education
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© pnoopers o Oght organized

Few Americans deny the right of 8pY 88Eh= oo umers being aware of 1, A person can

cies such as the CTA to usc these weapons -

to maintain natiohial security, Our fate 08 :‘v’?\};?\om:Gclgm]rscorsxur)v:‘:an:ii 86“\;‘;? :::5;-::{} )
F h 5t on

& natlon in the nuclear age moy re6y nls knowledge.

Somo miso favor using tho new ., Tho law, as yet,
crime—illegal
gambling and racketeering—provided thelr
use is approved beforehond by proper legal
authority.

The problem i8

has dono little to deal with
this new form of invasion of privacy. Laws
‘do exist against telephone wlretapplng and
wiretap evidence. But modiern snooping
tools make wiretapping seem crude and old ' '
that spy tools are being feshioned.
adaptcd to other uscs, many of which'
tramplo on individual rights in homes, pusi-1 How far should law enforcemont oficers
nossca, hospitals, and oven schools (bugs g0 in using snooping dovices? :
have been used to trap student smokors) . Some high officials,

are up to.

VSE AGAINST CRIMINALS?

including former U.8. !
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